The following regulation, issued by the Cyberspace Administration of China (CAC) in 2020, affects PRC companies that run China's "critical information infrastructure." The regulation requires operators of key PRC network platforms to undergo a CAC cybersecurity review before launching products or services that may impact Chinese national security.
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**Measures for Cybersecurity Reviews**

Article 1   In order to ensure the security of critical information infrastructure supply chains and to maintain national security, these measures have been formulated in accordance with the *National Security Law of the People's Republic of China* and the *Cybersecurity Law of the People's Republic of China*.

Article 2   Critical information infrastructure operators (hereinafter “operators”) that procure network products and services that impact or can impact national security shall conduct cybersecurity reviews in accordance with these Measures.

Article 3   Cybersecurity reviews shall persist in combining defense against cybersecurity risks with promotion of advanced technology applications, combining fair and transparent processes with the protection of intellectual property (IP), combining ex-ante review with ongoing monitoring, and combining promises by enterprises with monitoring by society in conducting security reviews on all products and services that may bring about national security risks.

Article 4   Under the leadership of the Central Cyberspace Affairs Commission, CAC will work with NDRC, MIIT, the Ministry of Public Security, MSS, the Ministry of Finance, the Ministry of Commerce, PBOC, the State Administration of Market Regulation, NRTA, the National Administration of State Secrets Protection, and the State Cryptography Administration to establish mechanisms for national cybersecurity review work.

The Cybersecurity Review Office (网络安全审查办公室) is established under CAC and is responsible for formulating relevant regulations for cybersecurity reviews and organizing cybersecurity reviews.
Article 5 When operators procure network products and services, they shall forecast the potential national security risks that may arise from the use of the products and services. When products and services impact or may impact national security, operators shall apply to the Cybersecurity Review Office for cybersecurity review.

Critical information infrastructure protection work departments can formulate forecasting guidelines for their industries and fields.

Article 6 For procurement activities that have applied for cybersecurity review, operators shall require the product and service providers to cooperate with the cybersecurity review by providing procurement documents, agreements, and other such contracts. This shall include commitments not to use the expedient of providing products and services to illegally obtain user data, illegally control or manipulate user equipment, or interrupt product supply or necessary technical support services without justifiable reasons.

Article 7 When reporting for cybersecurity review, operators shall submit the following materials:

1. Application form;
2. Analysis report on the impact or potential impact on national security;
3. Procurement files, agreements, contracts to be signed, etc.;
4. Other materials required for the cybersecurity review work.

Article 8 The Cybersecurity Review Office shall determine whether or not a review is required and issue a written notice to the operator within 10 business days from the receipt of the review report materials.

Article 9 The cybersecurity review focuses on assessing the potential national security risks posed by the network products and services to be procured, primarily considering the following factors:

1. The risks of illegal control, interference, or destruction of critical information infrastructure and the theft, disclosure, or destruction of important data caused by the use of the products and services;
2. The danger that disruption to the supply of the products and services pose to the operational continuity of critical information infrastructure;
3. Product and service security, openness, transparency, diversity of sources, supply chain reliability, and risk of supply disruption due to political, diplomatic, trade, and other such factors;
4. The compliance of product and service providers with Chinese laws, administrative regulations, and departmental rules.
5. Other factors that may threaten the security of critical information infrastructure or national security.

Article 10 When the Cybersecurity Review Office recognizes that a cybersecurity review must be conducted, it shall complete the preliminary review within 30 business days of issuing the written notice to the operator. This includes the formation of review conclusions and recommendations and sending the review conclusions and recommendations to the member units of the cybersecurity review work mechanism and relevant critical information infrastructure.
Article 11  Member units of the cybersecurity review work mechanism and relevant critical information infrastructure protection work departments shall reply with comments in writing within 15 business days of the receipt of the review conclusions and recommendations.

When the comments of member units of the cybersecurity review work mechanism and relevant critical information infrastructure protection work departments are in agreement, the Cybersecurity Review Office shall notify the operator of the review conclusion in writing. If the comments show disagreement, the matter shall be handled according to a special review procedure and the operator shall be notified.

Article 12  For cases handled according to special review procedures, the Cybersecurity Review Office shall listen to the comments of relevant departments and units, carry out in-depth analysis and assessment, and reformulate its review conclusions and recommendations. It shall then solicit comments from member units of the cybersecurity review work mechanism and relevant critical information infrastructure protection work departments. After reporting to the Central Cyberspace Affairs Commission for approval in accordance with the procedures, it shall form a review conclusion and notify the operator in writing.

Article 13  Generally, the special review procedure shall be completed within 45 business days. This period may be extended for complex cases.

Article 14  When the Cybersecurity Review Office requires the provision of additional information, the relevant operators and product and service providers shall cooperate. The time for the submission of additional materials is not included in the review time.

Article 15  When member units of the cybersecurity review work mechanism believe that network products and services impact or can impact national security, the Cybersecurity Review Office shall report the matter to the Central Cyberspace Affairs Commission for approval in accordance with procedures. Then, a review shall be conducted in accordance with the provisions of these Measures.

Article 16  Relevant institutions and personnel that participate in cybersecurity reviews shall strictly protect the trade secrets and IP of enterprises and shall bear secrecy protection obligations as to the not-yet publicly disclosed materials submitted by operators and product and service providers and other not-yet publicly disclosed information they have access to in their review work. Without the consent of the information provider, they shall not disclose such information to an unrelated party or use it for any purpose other than the review.

Article 17  When an operator or network product and service provider believes that a reviewer is not objective or fair or cannot honor secrecy protection obligations as to the information accessible during the review, the operator or provider can report the issue to the Cybersecurity Review Office or relevant department.

Article 18  Operators shall supervise and urge product and service providers to fulfill their commitments made during the cybersecurity review.

The Cybersecurity Review Office shall strengthen supervision before, during, and after relevant activities by accepting reports [on problems] and through other formats.

Article 19  Operators that violate the provisions of these Measures shall be dealt with in
accordance with Article 65 of the *Cybersecurity Law of the People's Republic of China*.

Article 20  In these Measures, "critical information infrastructure operators" refers to the operators so designated by critical information infrastructure protection work departments.

For the purpose of these Measures, "network products and services" primarily refers to core network equipment, high-performance computers and servers, high-capacity storage equipment, large databases and application software, cybersecurity equipment, cloud computing services, and other network products and services that have an important impact on the security of critical information infrastructure.

Article 21  Matters involving state secrets shall be carried out in accordance with the relevant state secrecy protection regulations.

Article 22  These Measures shall be implemented from June 1, 2020, simultaneously repealing the *Measures for Security Review of Network Products and Services (for Trial Implementation)*.