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Executive Summary 

The United States has long used export controls to prevent the 
proliferation of advanced semiconductors and the inputs necessary to 
produce them. Semiconductors underpin virtually all aspects of economic 
and technological development, therefore impacting national and 
international security. The United States and a small number of democratic 
allies are the sole producers of advanced semiconductors and many key 
inputs necessary to manufacture them, creating the option of using export 
controls as nonproliferation tools. In particular, the United States has recently 
tightened semiconductor export controls on China, given Beijing’s efforts to 
build a domestic semiconductor industry to answer the demands of “Made in 
China 2025” and address overreliance of Chinese high-technology 
industries on imported semiconductors. 

Currently, the United States applies multiple types of semiconductor 
export controls on China. “List-based controls” is a term of art that refers to a 
list of specific technologies whose export is controlled. “End-use and end-user 
controls” refer to lists of prohibited end-uses for exported technologies and 
end-users that cannot receive exports. To export any controlled items, 
exporters must obtain export licenses—which can be denied by licensing 
officers. 

List-based controls cover exports of various types of semiconductor 
manufacturing equipment (SME), chips, materials, software, and technical 
data to all Chinese entities (public and private). Export license decisions 
are made on a case-by-case basis, historically resulting mostly in 
approvals. 

● Among SME, these controls cover some types of lithography, 
deposition, ion implanting, testing, and wafer handling tools, but not 
etching, process control, assembly, and wafer manufacturing tools. 

● Among high-end semiconductors, these controls cover field-
programmable gate arrays (FPGAs), partly cover central processing 
units (CPUs), and do not cover graphics processing units (GPUs); it 
remains unclear whether they cover application-specific integrated 
circuits (ASICs) customized for artificial intelligence. 
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● Among materials, these controls cover certain types of masks, resists, 
consumable gases, wafers, and materials that become wafers and 
chips. 

● Among software, these controls cover software used with or to help 
produce SME, but not electronic design automation (EDA) software 
used to design chips. 

● Technical data associated with the above technologies is also 
controlled.  

● These controls also require U.S. employers to apply for “deemed 
export licenses” for Chinese nationals who would access controlled 
technical data or source code in the United States during their 
employment. 

On top of the list-based controls broadly applied to China, end-use and 
end-user controls apply additional, more stringent controls on certain 
Chinese end-uses and end-users—with wider technology coverage and 
presumption of denial of export licenses. 

● Recent “entity listings” cover certain public and private 
semiconductor-related entities, including chip designers and end-
users (like Huawei), various Chinese supercomputing entities, and 
Chinese chipmakers (like Fujian Jinhua). These controls typically cover 
all semiconductor technologies. 

● Other controls target the Chinese military and civilian Chinese entities 
supporting the military or engaging in military end-uses, such as 
Semiconductor Manufacturing International Corporation (SMIC). 
These controls cover many types of chips (including CPUs, FPGAs, 
and AI ASICs, but probably not GPUs) and a wide variety of SME.  

● However, the United States allows some Chinese semiconductor 
firms—which follow certain requirements as Validated End-Users 
(VEUs)—to import otherwise controlled technologies under a general 
license. 

U.S. semiconductor exports to China have increased in recent years 
because of permissive export licensing policy and declining technology 
coverage of export controls, but these trends may be changing. 
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● In particular, exports of SME more than doubled from 2014 to 2019, 
especially owing to fewer U.S. SME being controlled. Exports of 
semiconductors also increased in this period, although exports of 
materials declined. 

● However, the United States has recently been tightening 
semiconductor export controls with stricter licensing policies (including 
for deemed exports for Chinese nationals), stricter controls on major 
Chinese entities like Huawei, and expanded military end-use and 
end-user controls to cover a wider range of Chinese end-uses and 
end-users, such as SMIC. 



Center for Security and Emerging Technology | 6 

 

Introduction 

Semiconductors are essential to the advanced technology powering 
economic, technological, and military competitiveness.1 Therefore, policies 
relating to semiconductors—and the inputs needed to make them2—have 
major impacts on national and international security. 

The United States is now tightening export controls on the inputs China needs 
to build its semiconductor industry and on the finished semiconductors 
Chinese high-technology firms and the military currently rely on. This report 
places these changes in broader context, mapping the current state of U.S. 
semiconductor export control policy and how policy changes have impacted 
U.S. semiconductor exports to China in recent years. 

The report begins with an overview of the types of semiconductor export 
controls the United States applies to China. First, the United States uses "list-
based controls" on exports of specific semiconductor technologies to all 
Chinese entities, though it approves most export licenses. These technologies 
include inputs to semiconductor production—such as semiconductor 
manufacturing equipment (SME), materials, software, and intellectual 
property—and the finished semiconductors themselves. The list-based controls 
also regulate the acquisition of this intellectual property and software by 
Chinese nationals in the United States. In addition to list-based controls, the 
United States uses "end-use and end-user controls" on exports for a wider set 
of technologies, and typically denies export licenses for certain military end-
uses and specific end-users. These end-users include Chinese semiconductor 
firms and semiconductor consumers, such as high-technology Chinese firms, 
the Chinese military, and civilian entities supporting the military. 

The report closes with an analysis of the impacts of U.S. semiconductor export 
policies on actual U.S. semiconductor exports. It shows that, by 2018, export 
controls covered fewer semiconductor technologies than before, causing an 
increase in exports to China, particularly of SME and chips. However, these 
trends may be reversing, as the United States now applies stricter export 
licensing policies and expanded end-use and end-user controls on the 
Chinese military, civilian entities supporting the military, and other major 
Chinese organizations. 
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List-Based Semiconductor Controls 

List-based controls encompass specific technologies whose export is 
controlled. The United States maintains a list of controlled technologies called 
the U.S. Commerce Control List, covering a wide range of semiconductor 
technologies. The foundation for the U.S. Commerce Control List and allied 
list-based controls is the internationally agreed upon list produced by the 
Wassenaar Arrangement. Each country that is a party to the Wassenaar 
Arrangement bases its export controls on this list. 

Wassenaar Arrangement 

The Wassenaar Arrangement, a voluntary association with 42 member 
states, produces a list of dual use technologies and munitions on which 
signatories should impose export controls. The list specifies more than 150 
semiconductor end-products and more than 20 types of SME.3 Member 
states include those at the leading edge of semiconductor and semiconductor 
manufacturing equipment production—namely, the United States, the 
Netherlands,4 Japan,5 Germany,6 and South Korea. Russia is also a member. 
Each of these states have harmonized their export regulations on 
semiconductor related technologies with the Wassenaar Arrangement’s list. 
Notably, Taiwan cannot join the Wassenaar Arrangement because of its 
legal status. However, Taiwan’s Bureau of Foreign Trade maintains an export 
control list based on the Wassenaar Arrangement’s list.7 

The control lists divide technologies into five product groups: two covering 
physical commodities, and three others covering materials, software, and 
technical data.8 Export controls on technical data and software are 
associated with the concept of “deemed exports.” A deemed export is when 
a foreign national (one without a U.S. green card or U.S. citizenship) 
acquires controlled technical data or source code, even if they are in the 
United States at the time. This acquisition is treated like a normal export. 
Accordingly, export controls can prevent foreign nationals from working in 
U.S. industries that otherwise risk imparting controlled technical data or 
source code. 
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Commerce Control List 

The U.S. Commerce Control List, administered by the Commerce 
Department’s Bureau of Industry and Security (BIS), generally includes the 
same export controls as the Wassenaar Arrangement, including for 
semiconductors. The difference is that the U.S. list has additional sections on 
military-grade versions of the listed technologies and an expanded set of 
controls for five countries designated as state sponsors of terrorism (North 
Korea, Cuba, Iran, Sudan, and Syria). A separate U.S. control regime, the 
International Traffic in Arms Regulation, additionally lists a small number of 
other military-grade semiconductor export controls.9 

Table 1 summarizes the U.S. Commerce Control List’s export controls on 
China for certain high-value parts of the semiconductor supply chain.10 To 
export these items to any Chinese entity (public or private), exporters must 
obtain export licenses, which licensing officers grant on a case-by-case 
basis.11 As required by the Export Control Reform Act of 2018, BIS is 
currently reviewing whether to amend the export control regulations to make 
them more restrictive for various emerging and foundational technologies, 
including semiconductor manufacturing equipment, AI chipsets, quantum 
computing, microprocessor technology such as systems-on-chips (SoCs) or 
stacked memory on chip, and advanced computing technology such as 
memory-centric logic.12 
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Table 1: Key semiconductor items on the Commerce Control List 

Category Item Export controls applied to China?13 Related technical 
data controlled for 
China? 

SME14 Wafer manufacturing No No 

Wafer handling15 Yes Yes 

Ion implanters16 Yes (high-current ion implanters for certain 
dopants) 

Yes 

Chemical mechanical planarization No No 

Deposition17 Yes (some types of chemical & physical 
vapor deposition for certain materials) 

Yes 

Photolithography scanners & 
steppers18 

Yes (extreme ultraviolet (EUV) scanners) Yes 

Imprint lithography19 Yes Yes 

Electron-beam lithography (for chip 
and mask-making) and laser and 
ion-beam lithography (for mask-
making)20 

Yes Yes 

Etching No No 

Process control No No 

Testing21 Yes (for microwave chips and discrete 
transistors) 

No 

Assembly and packaging No No 

Software Software to produce or use SME22 Yes No 

EDA software23 No No 

Chips24 CPUs25 No Yes 

GPUs26 No No 

FPGAs27 Yes Yes 

AI ASICs28 Unclear Unclear 

Materials Wafers29 Yes (certain compound semiconductors) Yes 

Boules and ingots (pre-wafer 
material)30 

Yes (certain compound semiconductors) Yes 

Masks31 Yes (EUV masks; other masks for controlled 
chips e.g. FPGAs) 

Yes 

Resists32 Yes (for photolithography, positive resists for 
<193 nm, all resists for <15 nm; and for e-
beam and imprint lithography) 

Yes 

Etching gas (hydrogen fluoride)33 Yes Yes 

Dopants34 Yes Yes 



Center for Security and Emerging Technology | 10 

In addition to controlling direct exports from the United States to another 
country, these export controls can apply to an item “re-exported” from one 
foreign country (e.g., Japan, South Korea, Germany) to another (e.g. China) 
in two ways. 

First, under the de minimis rule, U.S. export controls apply if an item includes 
a threshold percentage of U.S.-origin content controlled in the receiving 
foreign country.35 For example, if the receiving foreign country is China, the 
de minimis threshold is zero percent for controlled chips36 with the exception 
of 25 percent for controlled memory chips. For uncontrolled chips, the 
threshold is also 25 percent. Therefore, the de minimis rule covers a chip 
fabricated outside the United States if U.S.-origin materials contribute to the 
applicable percentage in value of the chip. Notably, U.S.-origin intellectual 
property does not count toward the de minimis rule when incorporated into a 
tangible item.37 Therefore, when U.S. fabless chip designer Advanced Micro 
Devices sends controlled U.S.-origin CPU design IP to Taiwan for chip 
fabrication, U.S. controls do not apply to exports of these chips from Taiwan 
to China regardless of the percentage of controlled U.S.-origin CPU design IP 
the fabricated CPU includes. 

Second, under the foreign-produced direct product rule, export controls 
apply if certain highly controlled U.S.-origin content is used to produce the 
item and if that content is controlled in the receiving foreign country. For 
example, the foreign-produced direct product rule may cover chips 
manufactured abroad using highly controlled U.S.-origin SME.38 

Both rules are triggered if the receiving foreign country is China and the 
content is listed in the U.S. Commerce Control List with a “national security” 
designation, as is the case for nearly all controlled items listed in Table 1.39 
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End-Use and End-User Semiconductor Controls 

In addition to the previously discussed list-based controls, end-use and end-
user controls create a stricter layer of controls on certain Chinese end-uses 
and end-users. Specifically, the United States applies end-user controls on 
organizations and persons to whom exports of specified items are highly 
controlled, even if not by list-based controls. It also controls military end-uses 
of otherwise uncontrolled items, even if private actors perform such end-uses. 
Various agencies apply end-user lists: the BIS’s Entity List,40 Denied Persons 
List,41 and military end-user controls;42 the State Department’s list of Debarred 
Parties;43 and the Treasury Department’s list of specially designated 
nationals.44 BIS also maintains a Validated End-User List, including entities 
subject to less stringent licensing requirements than others. This section focuses 
on the Entity List, the VEU List, and military end-use and end-user controls, 
which affect several large consumers of U.S. semiconductor technologies. 

Entity List 

BIS lists roughly 180 Chinese entities on its Entity List, which are subject to 
more stringent controls on top of those imposed by the Commerce Control 
List. It additionally lists foreign affiliates of these entities.45 BIS may choose to 
require an export license for exports to entities on the Entity List for either a 
subset or all items under BIS’s jurisdiction.46 BIS’s jurisdiction includes any 
U.S.-origin commodities, software, or related technical data—which includes 
virtually all semiconductor-related exports—with some exceptions for items 
normally in the public domain.47 Although these entity listings prevent direct 
U.S. exports to China, they do not expand the scope of re-export rules (the 
de minimis rule and the foreign-produced direct product rule) applied to 
entities on the Entity List. Several firms and their domestic and foreign affiliates 
on the Entity List have particular relevance to the U.S. semiconductor industry. 
Six of these groups are included in Table 2. For each of them, export controls 
apply to all items under BIS’s jurisdiction: all chips, SME, EDA software, 
materials, and related intellectual property. The following discussion also 
provides more detail on the Fujian Jinhua, Huawei, Sugon, and National 
Supercomputing Center cases, which had significant impacts on the U.S. 
semiconductor industry. 
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Table 2: Entity listings significantly impacting the semiconductor industry 

Firm and its affiliates License review policy Industry 
segment 

Reason for entity 
listing 

Fujian Jinhua Integrated Circuit Presumption of denial Memory chip 
maker 

Trade secret theft 
from U.S. memory 
chip maker Micron 

Huawei Technologies Presumption of denial Chip end-users National security 
concerns 

Sugon Presumption of denial CPU and 
supercomputer 
developer 

National security 
concerns 

China Electronics Technology 
Group & Chengdu GaStone 
Technology48 

Presumption of denial Chip design and 
fabrication 

Illicit procurement 
of technologies for 
military end-uses 

National Supercomputing Centers Case-by-case basis Chip end-users National security 
concerns over 
military uses of 
supercomputers 

Firms assisting Chinese 
government’s surveillance of 
Uyghurs49 

Case-by-case basis for 
specified items, presumption 
of denial for all others 

Chip end-users Surveillance of 
Uyghurs in 
Xinjiang 

Fujian Jinhua. In 2018, BIS placed Chinese memory chip maker Fujian 
Jinhua on the Entity List with presumptive denial of export licenses in response 
to its alleged theft of trade secrets worth billions of dollars from U.S. memory 
chip maker Micron Technology.50 Fujian Jinhua had just built a $6 billion 
plant and was receiving and bringing online SME. The day the United States 
announced the export ban—which denied Fujian Jinhua access to U.S.-origin 
SME and materials, among other items—staff from U.S. SME firm Applied 
Materials “packed up and left,” and engineers from U.S. SME firms KLA-
Tencor and Lam Research and Dutch SME firm ASML quickly followed suit.51 
ASML may have obeyed the export ban because it recognized that its 
photolithography equipment had little value for chip fabrication without 
complementary SME including deposition, etch, and process control 
equipment. Anonymous executives of multiple Japanese SME firms including 
Tokyo Electron said they would not sell to Chinese firms on the U.S. Entity List 
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out of “fairness” and to prevent U.S. backlash to Japanese attempts to take 
market share from U.S. competitors.52 In 2019, Fujian Jinhua halted 
operations.53 

Huawei. In 2019, BIS placed Huawei on the Entity List with presumptive 
denial of export licenses.54 BIS issued a temporary general license for a 
narrow set of exports, re-exports, and in-country transfers to Huawei for U.S. 
telecom carriers with Huawei equipment to maintain their systems.55 This 
license expired in August 2020.56 Several U.S. chip firms stopped supplying 
chips to Huawei. Other U.S. and foreign chip firms work around the ban by 
manufacturing chips abroad.57 U.S. electronic design automation (EDA) 
software firms are more clearly subject to the export ban, as they directly 
export to China. Huawei's subsidiary HiSilicon self-designs chips that meet 
one-fifth of Huawei's chip demand.58 Synopsys, a leading U.S. EDA software 
firm, confirmed it stopped providing software updates and IP to Huawei, 
preventing Huawei from developing the most advanced designs. A 
representative of China’s top EDA software firm Empyrean Software said, 
“[w]e would definitely want to help Huawei if we could, but we really do not 
have that capability[.] It would be like we sold cars, but Huawei came in and 
asked us to build airplanes or even rockets for them.”59 Additionally, the entity 
listing—because it did not expand the scope of controlled re-exports—left 
Huawei the option to obtain chips manufactured by fabs (such as TSMC) 
outside the United States. To close this loophole, BIS added more stringent re-
export controls specific to Huawei in 2020, complementing the existing re-
export controls broadly applicable to exports to China. Specifically, the new 
re-export rules prevent Huawei from obtaining chips manufactured by any 
fabs in the world using U.S. SME.60 Given U.S.-China trade tensions, Huawei 
had been stockpiling U.S. components for a year before the export ban,61 
and its phones now include fewer U.S. components.62 But in light of the new 
re-export controls, Huawei may run out of chips. 

Sugon. In 2016, Chinese supercomputer developer Sugon partnered with 
U.S. chip firm Advanced Micro Devices to design chips using AMD’s x86 
CPU design. After AMD faced sharp revenue declines in 2015 to 2016, the 
deal brought a much-needed infusion of cash and the promise of ongoing 
licensing revenues for chips developed under the joint venture.63 In 2019, BIS 
placed Sugon and related entities on the Entity List with presumptive denial of 
export licenses, forcing AMD to withdraw from the joint venture.64 It is unclear 
whether Sugon can continue to fabricate the current version of the chip or 
design new versions without AMD’s technical help. Some claim this joint 
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venture gave China know-how and a foothold in the x86 market, but AMD 
claims the licensed designs were not state of the art.65 Others suggest AMD 
shared little IP,66 or that other Chinese entities had already acquired this 
know-how.67 

National Supercomputing Centers. In 2015, BIS placed several of China’s 
National Supercomputing Centers on the Entity List with presumptive denial of 
export licenses over national security concerns. These concerns arose from 
the development of the world’s most powerful supercomputer, Sunway 
TaihuLight, using Intel Xeon CPUs.68 But this export ban backfired. Without 
access to Intel’s Xeon CPUs, these firms used domestically designed Sunway 
SW26010 chips instead, and from 2016 to 2018 TaihuLight was the world’s 
most powerful supercomputer anyway.69 

Military End-Use and End-User Controls 

The United States applies strict export controls for Chinese military end-uses 
and end-users beyond those imposed by the Commerce Control List on all 
Chinese entities. Although such controls have long existed, BIS expanded 
them in 2020.70 Today, an export to any Chinese end-user is controlled if it is 
for the use (i.e., operation, installation, maintenance, repair, overhaul, or 
refurbishment), development, or production of a military item; or if the export 
supports or contributes to those functions. Exports are further controlled for 
Chinese military end-users, which include armed forces, police, intelligence 
services, and “any person or entity whose actions or functions are intended to 
support ‘military end uses.’” The latter policy is meant to address China’s 
“military-civil fusion” initiatives.71  

Military end-user and end-user controls apply only to the export of certain 
items listed on the Commerce Control List not otherwise controlled when 
exported to China; the new rules expand these items to cover a wide swath of 
semiconductor technologies, including various logic chips (including CPUs, 
FPGAs, and AI ASICs, but probably not GPUs) meeting performance 
thresholds, memory chips meeting storage thresholds, a wider variety of SME 
than those listed in Table 1, and other semiconductor technologies.72 
Additionally, license applications for any of the controlled exports are subject 
to a presumption of denial.73 These requirements impose new controls on 
SME purchased by private Chinese chipmakers selling chips to the Chinese 
military. For example, in September 2020, the U.S. government notified U.S. 
SME firms that exports to China’s leading chipmaker, Semiconductor 
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Manufacturing International Corporation (SMIC), require an export license, 
because it sells chips to the military.74 

Validated End-User List 

VEUs are entities who have gone through a certification process and are 
allowed to receive certain U.S. exports under a general authorization, rather 
than under multiple individual export licenses.75 Except for Boeing and 
General Electric, all other firms on the VEU List are semiconductor firms. These 
firms include Chinese affiliates of the U.S. semiconductor firms AMD, Intel, 
Applied Materials, and Lam Research, as well as the South Korean 
semiconductor firms Samsung and SK Hynix. The rest are Chinese 
semiconductor firms, including one SME-maker, AMEC, and two Chinese 
chipmakers, Huahong Grace and CSMC. SMIC obtained VEU status in 
2007, but in 2016, the United States removed SMIC from its VEU list at 
SMIC’s request.76 The United States requires VEUs to follow certain rules to 
maintain their status. In 2016, SMIC likely either began collaborating with 
the Chinese government, or planned to, in a way that would violate its VEU 
status and therefore requested removal. 
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Semiconductor Exports and Export Licensing 

Despite export controls covering many critical semiconductor technologies, 
the United States continues to increase semiconductor technology exports to 
China, either because it does not export control these items or because it 
often grants export licenses. Although U.S. trade has remained stable as a 
whole in recent years, exports of semiconductors and SME have increased. 
This trend is driven by a decline in the scope of controlled semiconductor 
technologies and because of permissive export licensing policies. 
Meanwhile, exports of materials used in semiconductor fabrication have 
decreased. 

Total U.S. exports to China remained stable through 2018, with a dropoff in 
2019 in the midst of U.S.-China trade tensions (Figure 1). The vast majority of 
exports are not impacted by export control laws. In 2019, over 98 percent of 
all U.S. exports to China were not controlled. These numbers do not include 
license denials and exports forgone due to expected license denials or 
regulatory burdens of the export license application process. 
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Figure 1: Total U.S. exports to China 

 
Note: Dollar values are nominal (not inflation-adjusted). 
Sources: Bureau of Industry and Security, Asia Analysis, 2014–2019 China reports, 
https://www.bis.doc.gov/index.php/statistical-reports/country-analysis/asia. 

By comparison, semiconductor exports to China have risen rapidly (Figures 2 
through 4). Although exports of materials declined, exports of semiconductors 
and SME increased rapidly. One possible explanation is that Chinese firms 
were stockpiling chips and SME in preparation for possible future U.S. export 
bans.77 Another is that China was rapidly expanding its technological base. 
For example, the Chinese government is subsidizing SME purchases in excess 
of fab capacity, suggesting a goal to rapidly expand capacity.78 To an 
increasing degree, these exports include refurbished SME.79 Decreasing 
coverage of export controls may have played a role, including removal of 
certain SME from the Commerce Control List in 2016, as well as loosened 
controls on military-grade semiconductor technologies in 2014.80 

Unfortunately, export data are lacking for other semiconductor sectors. 
Exports of IP—such as U.S. chip designs outsourced for fabrication at foreign 
fabs—are not counted in U.S. trade statistics.81 EDA software is also difficult to 
capture, especially if delivered as cloud services. 
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Figure 2: U.S. semiconductor exports to China 

 
Note: Dollar values are nominal (not inflation-adjusted). 
Source: U.S. Census export data, https://dataweb.usitc.gov/.82 

Figure 3: U.S. SME exports to China 

 
Note: Dollar values are nominal (not inflation-adjusted). 
Source: U.S. Census export data, https://dataweb.usitc.gov/.83 
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Figure 4: U.S. materials exports to China 

 
Note: Dollar values are nominal (not inflation-adjusted). 
Source: U.S. Census export data, https://dataweb.usitc.gov/.84 

The Bureau of Industry and Security publishes license application outcomes 
for Chinese exports, re-exports, and deemed exports (Figures 5 and 6). 
Export and re-export license applications were approved, denied, and 
returned without action (RWA) at stable rates between 2014 and 2019, 
except for an uptick in denials in 2019.85 During this period, export and re-
export license approvals took about three weeks on average for all countries, 
and four to five weeks on average for China between 2014 and 2018 and 
nearly seven weeks in 2019.86 By comparison, in 2018, deemed export 
applications for Chinese nationals declined precipitously and RWA decisions 
increased, with a partial recovery in 2019. (Recall, a U.S. employer must 
apply for a deemed export license for a foreign national who lacks a U.S. 
green card or U.S. citizenship and who would access controlled technical 
data or source code in the United States during their employment.) Deemed 
export applications for nationals of other countries did not experience the 
same decline. As a result, Chinese nationals comprised only 35 percent of 
approvals in 2018, compared to 60 percent in the previous five years. By 
2019, approvals sometimes took six to eight months.87 
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Figure 5: U.S. license applications for exports and re-exports to China 

Source: Bureau of Industry and Security, Asia Analysis, 2014–2019 China reports, 
https://www.bis.doc.gov/index.php/statistical-reports/country-analysis/asia.  

Figure 6: U.S. deemed export license applications for Chinese nationals 

Source: Bureau of Industry and Security, Asia Analysis, 2014–2019 China reports, 
https://www.bis.doc.gov/index.php/statistical-reports/country-analysis/asia. 
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In response to a Freedom of Information Act request, BIS disclosed more 
detailed export licensing data by technology categorization and destination 
country between 2010 and 2018 (Figures 7 and 8). This data aggregates 
export, re-export, and deemed export licenses applications. The results paint 
a similar picture for the semiconductor industry, with the majority of the 2018 
decline in semiconductor license applications for China associated with 
semiconductor technical data (category 3E in figures 7 and 8), which include 
deemed export applications.88 The upper bound for Chinese-national high-
skill technical semiconductor and related industry workers currently working 
in the United States is approximately 6,000. Deemed export licensing delays 
have reportedly disrupted hundreds of jobs at U.S. semiconductor firms, 
including Intel, Qualcomm, and GlobalFoundries.89 

 

Figure 7: Approved U.S. semiconductor license applications for Chinese exports, re-
exports, and deemed exports 

Source: Bureau of Industry and Security, export licensing statistics acquired using FOIA request and 
published by The Information, https://www.theinformation.com/tech-exports.90 
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Figure 8: Denied U.S. semiconductor license applications for Chinese exports, re-exports, 
and deemed exports 

Source: Bureau of Industry and Security, export licensing statistics acquired using FOIA request and 
published by The Information, https://www.theinformation.com/tech-exports. 

SME export licensing policy became more permissive until 2018. Historically, 
the U.S. government has often granted export licenses. A 2002 U.S. 
Government Accountability Office report found that U.S. export-licensing 
policy for SME had been “unclear and inconsistent”; the United States 
approved most SME licenses, but “aimed at keeping China at least two 
generations (about 3 to 4 years) behind global state-of-the-art 
semiconductor manufacturing capabilities.”91 By 2018, SME license 
applications notably dropped, suggesting export controls covered almost no 
SME exports. In 2018, only seven SME license applications were filed and 
all were approved (Figure 9).92 The most expensive SME, photolithography 
equipment, remains on the Commerce Control List, but U.S. firms sell little of it. 
Anisotropic dry etching equipment, which U.S. firms do sell, was removed 
from the Commerce Control List in 2016,93 coinciding with the drop in SME 
license applications. This explanation is consistent with the data in Figure 3 
showing rapidly increasing SME exports to China since 2016. 
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Figure 9: U.S. semiconductor license applications for SME exports to China 

Source: Bureau of Industry and Security, export licensing statistics acquired using FOIA request and 
published by The Information, https://www.theinformation.com/tech-exports. 

Recently, export controls and export licensing policy for SME exports have 
become more strict. First, in 2018, Chinese fab SMIC purchased ASML’s 
EUV photolithography equipment, which is used to fabricate chips at the 
leading 7 nm and 5 nm nodes.94 ASML claimed it obtained the necessary 
export licenses, yet given backlogs, the equipment did not ship and the 
export license expired.95 ASML’s equipment incorporates U.S.-origin 
components and intellectual property. Under pressure from the United States, 
the Dutch government did not renew the export license.96 Second, in 2020, 
BIS introduced stricter military end-use and end-user export controls and 
repealed civilian use exceptions for China. These rules require licenses for 
SME exports to Chinese chipmakers serving the military—such as SMIC—or 
for SME previously subject to a civilian use license exemption. License 
applications required by these rules are subject to a presumption of denial.97 
Third, BIS is considering new export controls on SME.98 Fourth, in September 
2020, Congress introduced a bill to tighten multilateral export controls on 
SME.99 
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Conclusion 

The United States has historically controlled many exports of semiconductor 
technologies to China, given their strategic importance. China’s rise and 
efforts to build up domestic semiconductor production have prompted the 
United States to further tighten these export controls. 

Today, the United States controls exports of specific semiconductor 
technologies—including certain semiconductor manufacturing equipment, 
high-end chips, materials, software, and related technical data—to all 
Chinese entities. It also controls the acquisition of technical data or source 
code by Chinese nationals on U.S. soil. For these controls, the United States 
historically approved most export licenses. 

On top of these controls, the United States restricts exports of a wider set of 
technologies to certain end-users and for certain end-uses in China—
including many U.S. semiconductor technology consumers such as Huawei, 
China’s supercomputing centers, certain Chinese chipmakers, and military 
end-uses and end-users. For these controls, the United States typically denies 
export licenses. 

On balance, through 2018, export controls on semiconductor technology 
had relaxed, resulting in an expansion of exports to China, particularly of 
SME and chips. However, the United States has recently tightened export 
licensing policies and applied stricter controls on military end-uses and end-
users, as well as on other major Chinese entities. 

Going forward, the vital importance of semiconductors in national and 
international security will continue to place them at the center of the U.S. 
export control system. 
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